As we kick off the new year, we wanted to take time to look back at 2023 and the milestones we achieved as an organization and an industry. Thank you for making 2023 a success!

**MEMBERSHIP**

Our membership spans across 5 continents, and this year we welcomed **44 new member companies**!

Each new member adds capabilities, expertise, insights, and experiences that contribute to the success of IT-ISAC and continues to make our community unique.

**COLLABORATION**

The Food and Ag SIG launched the **Food and Ag-ISAC** in partnership with the IT-ISAC. The new ISAC enables threat intelligence sharing for this critical infrastructure.

- In February the **Semiconductor SIG** was established and began meeting every other week.
- The **Election Industry SIG**, with guidance from an independent Advisory Board and with MITRE as a host, organized the Election Security Research Forum. This first-of-its-kind event provided security researchers with access to modern voting technology.
- At the end of 2023, the IT-ISAC Board approved the charter for the **Data Center SIG**.

Together we bolster resilience.

WWW.IT-ISAC.ORG
The IT-ISAC team presented on a dozen panels and webinars across the nation including webinars with the Cybersecurity and Infrastructure Security Agency (CISA), the IT Sector Coordinating Council, the Global Resilience Forum, and more.

The Critical SaaS SIG published a one-pager on the value of multi-factor authentication (MFA) and a white paper on Secure by Default.

From digital to print, IT-ISAC was mentioned or quoted in over 175 media outlets.

We distributed 225+ curated reports and newsletters including the Daily Report, Weekly VEAR, Monthly Ransomware Report, and Advisories.

Hosted over 180 meetings throughout the year across our committees and SIGs, including Critical SaaS, Election Industry, Food and Ag, Technical, and more.

We increased the Adversary Attack Playbook library to 177 playbooks tracking APT actors, mapped to the MITRE ATT&CK Framework.

Continued to build on the Ransomware Tracker we started in 2020 and began to provide monthly Ransomware Reports to all members. In 2023, we tracked a total of 2,905 ransomware incidents.
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